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1. Whistleblower policy

Nortal, meaning Nortal AS and it's subsidiaries, is committed to maintaining its reputation for
honesty, fairness, respect, responsibility, integrity, trust, and sound business judgment.

As Employees - meaning of employees - whether permanent, part time, fixed-term or temporary, or
candidate, former employee and director or contracting party (consultant. contractor, internship.
(unpaid) trainee, volunteer, supplier, etc.) of Nortal we practice honesty and integrity in fulfilling our
responsibilities and we comply with all applicable laws and regulations. Our employees and
contracting parties are our most important source of insight for revealing possible misconduct that
needs to be corrected.

As part of its commitment to ethical and legal conduct, Nortal expects its Employees to bring to
Nortal’s attention all information about any ethical, financial, or legal concerns about Nortal or about
known or reasonably suspected violations of this commitment by other individuals.

The purpose of the whistleblower protection is to provide a confidential way of reporting an
irregularity without the whistleblower having to fear subsequent retaliatory measures. Whistleblower
protection is based on the EU member state whistleblower regulations and the European Union
Directive 2019/1937 on the Protection of Persons Reporting Violations of Union Law. The purpose of
this policy is to encourage Employees to report matters without any risk of subsequent victimisation,
discrimination or disadvantage, and to ensure appropriate handling of the investigation. This policy
aims to ensure that serious concerns are properly raised and addressed primarily within Nortal.

All concerns should be presented either to your manager, person responsible for the function in
question, local compliance function or to the Compliance team according to this policy. This policy
applies 1o anyone who is employed by or provides services to or has other contractual relations with
any Nortal Group company except Nortal LLC in USA where the procedure is regulated by the
Employee Handbook.

You may report any suspected violation of laws and regulations, unethical business conduct as
well as violations of internal guidelines and policies. See the detailed list in Annex 1. You may
also report concerns relating to physical violence, harassment, bullying, discrimination, sexual
offences as well as health and safety concerns and retaliation against anyone for speaking up in
good faith.

Routine employment matters (such as dissatisfaction with salary conditions, benefits,
performance appraisals, collegial difficulties etc.) should not be reported via the whistleblower
channel. These concerns should instead be raised through other established channels
(management or People&CuIture). If you file a report that cannot be dealt with under the
whistleblower policy, you will be informed and requested to go through the normal channels
instead.

All whistleblower reports submitted to Nortal qualifying for whistleblower protection under EU
members state laws and the Directive 2019/1937 of the EU on the Protection of Persons Reporting



Violations of Union Law are handled confidentially and your statutory whistleblower protection is
guaranteed pursuant to the aforementioned applicable laws. Submitted reports that do not qualify
for whistleblower protection under the applicable laws will however be dealt with discretely and in
co-operation with the reporting person in the event the whistleblower is identifiable or can be
deduced contextually.

1.1. Reporting responsibility

It is the responsibility of all Employees of Nortal to comply with Nortal’s policies and to report
violations or suspected violations of Nortal’s policies or applicable law in accordance with this policy.
This policy is intended to encourage and enable Employees to raise serious concerns within Nortal
prior to seeking resolution outside of Nortal.

All Employees are urged to provide notice (hereinafter Notice) to Nortal in accordance with this policy
to allow Nortal the reasonable opportunity, when appropriate, to take corrective action on any
reported case. Where the possibility to use the internal whistleblower channel is not available,
whistleblowers have the right to disclose a misconduct to the relevant authority outside Nortal. List
of relevant authorities is available in Annex 3 and the method for disclosure is described in greater
detail within the provided link.

Nortal expects all Employees or contracting parties to report any suspected violation of laws and
regulations, unethical business conduct as well as violations of internal guidelines and policies
regardless of the identity or position of the employee involved.

1.2. Affected persons

Persons affected by a report are the natural and legal persons to whom a violation is attributed when
submitting the alert or persons with whom they are associated.

Always check the facts thoroughly before filing a report against someone. The remedy under this
Policy is granted to the whistleblower provided that the whistleblower had reasonable cause to
believe that the whistleblowing information submitted was correct at the time it was submitted and
that such information falls under the scope of this Policy.

The persons concerned have the right 1o a defence and to a fair trial and are subject to the
presumption of innocence. The persons concerned have the right to be heard, the right of access to
documents and evidence concerning them, and the right to raise objections and to present and state
new facts and evidence. The privacy rules also apply to protect the identity of the persons concerned.

Affected persons are entitled to compensation for all material and non-material damage where it is
established that the whistleblower knowingly submitted false information or publicly disclosed false
information, as well as when, according to the circumstances, he was obliged to assume that the
information was false.



1.3. Reporting procedure

1.3.1. Any employee of Nortal may submit, on a confidential basis, if they so desire, any
concerns regarding financial statement disclosures, accounting, internal accounting
controls, auditing matters, or may disclose information about a criminal or administrative
offence, violation of job duties or professional ethics norms, raising of threat or harm to
public interest, other inappropriate conduct by a colleague and other infringements or
violations or suspected violations (i. e. any actual or potential unlawful activities or abuse
of Nortal’s policies or applicable legal acts). A potential whistleblower does not need to
have firm evidence of malpractice before expressing a misgiving. However, the
whistleblower should have reasonable grounds to believe that the report is true and
concerns should be submitted honestly and in good faith.

1.3.2. There are reporting channels in place on a local and Global level. Local channels are
available for:
e Bulgaria: submit your report in writing, including by e-mail to

kristina.brankova@pwrteams.com or verbally by agreeing with the Competent Person at tel.:
+359 892 233 997. (Competent Person). Reporting in English or Bulgarian is permitted. For
submitting your report, you may use the special Form for registering a report for
infringements under the Whistleblowing Protection Act, approved by the Bulgarian
Commission for Personal Data Protection (annexes 4a and 4b).
e Poland:
o By post to the company's address, i.e., Pwrteams Poland Sp. z 0.0, ul.
Puszkarska 7k, 30-644 Krakéw, with the annotation "TO THE HANDS OF the
Country Manager - REPORT?”,
o to the dedicated reporting local inbox: whistleblower.pl@pwrteams.com.
Reporting in English or Polish is permitted.
The role of Report Receivers on behalf of the company is held by persons
employed in the P& Department (Head of People & Culture, People Partner) and
the Country Manager.
o Please find the proposed sample of the report in Annex 2.

In case you submit your Report through local channel, Local management is responsible for
the investigation of the matter according to annexes 4 and 5 of this Policy.

1.3.3. When you have chosen to present your concerns to the Global Compliance team they
should be sent either:

o Via whistleblowing channel on Forms;

o via reporting e-mail myworries@nortal.com;

o In case the Notice concerns the action of one or more members of the Compliance
team the Notice may be sent to other members of the Compliance team using their
@nortal.com e-mail addresses. Compliance team members can be found here -
https://nortal365.sharepoint.com/sites/compliance ;

e via post to:
Nortal AS Compliance team



mailto:whistleblower.pl@pwrteams.com
https://forms.office.com/pages/responsepage.aspx?id=a581fC-fQkC_LbCM4WxcwVEuW5OT7VxGrjn0se084BdUMFBUUk5CTlA4MVBROUdEOVVWNzBLRkFWNSQlQCN0PWcu
mailto:myworries@nortal.com
https://nortal365.sharepoint.com/sites/compliance

L&dtsa 6¢, 11415 Tallinn, Estonia

o left in an envelope addressed to Compliance team to mailbox in front of Nortal L&6tsa 6¢
building in Tallinn, Estonia.

Reporting language through global channel is firstly English. In case you feel more comfortable
reporting in your local language (country of your employment) you can do so.

If you realize that you have provided incomplete or incorrect information, just make a new report in
the system in which you refer to the previous report and describe what should be corrected.
Compliance team consists of Nortal's internal legal counsels and compliance officers. In the
whistleblowing Notice Nortal asks to indicate such information as: known circumstances of the
specific misconduct (that a misconduct has been committed, is being committed or is likely to be
committed, name surname and other details about the suspected person, etc.), the date when the
whistleblower has known about the misconduct and related information, information about previous
notices regarding this misconduct and received response, the whistleblower’s name and surname
(not mandatory), other related circumstances. Additionally, Nortal asks to submit all available
evidence and related documents which may be useful in the investigation process. In case you want
feedback about the investigation, please provide information for the Compliance team on how to
contact you. See the proposed sample of the report in Annex 2. The whistleblower’s identity will be
kept confidential at all stages of the process in accordance with applicable law. Notices and data
included in the notices are handled according to the Whistleblower privacy notice.

1.3.4. Access to whistleblower Notices presented through our Global whistleblowing channels is
restricted to Nortal's Compliance team. Every member of the team is bound by a
confidentiality agreement. In case of an investigation, the team may include other people
(including the person accused) and request information and expertise, also in confidence.

1.3.5. After receiving a Notice the Compliance team shall determine the appropriate method of
investigation and inform, when possible, whistleblower about their decision. The
whistleblower, when possible, shall be notified of the receipt of the report and if possible a
decision to start or refuse to start investigation process within 5 business days after
receiving the whistleblowing Notice.

1.3.6. Resolution of matters reported under the Whistleblower Policy will depend upon the gravity
of the situation and the potential harm to Nortal that such incident may represent.
Appropriate corrective and disciplinary action will be taken, including termination of
employment and reporting to the authorities, as required by law. Feedback regarding the
contemplated measures will be provided to an identifiable whistleblower no later than 3
months from receipt of the report

1.3.7. A whistleblower that is unable to submit a report to the compliance team may also submit
a concern that qualifies for whistleblower protection under his/her member state law to a
competent whistleblower authority. See annex 3 for details and for the reporting method
please visit the local authority website.
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Investigation procedure (GROUP)

All accepted Notices of alleged misconduct will be subject to a thorough investigation in
accordance with this policy. Please see the investigation procedures for Bulgaria in
Annex 4 and Poland Annex 5.

A Notice will not be investigated by someone who may be concerned or connected with
the misgiving.

The Compliance team will, when needed, submit follow-up questions via reporting channel.

The whistleblower’s identity will be kept confidential at all stages of the process in
accordance with applicable law, which protect the whistleblower from disclosures to third
parties, to the person specified in the Notice or to the employee’s line manager.

In cases of alleged criminal, administrative offences or other legal breach, the
whistleblower will be informed that his/her identity may need to be disclosed during pre-
trial or judicial proceedings according to applicable law. The Compliance team will inform
the competent national authority about the suspect criminal, administrative offences or
other legal breach within 2 business days after receiving the confirming
information/evidences. If required by applicable national law, the reports to the national
authorities and/or all communication with the national authorities should be in local
language.

The rights of the individuals specified in a whistleblowing Notice are subject to applicable
data protection laws. In cases of data subject’s rights implementation, such individuals will
receive information regarding the details of the processing of their personal data. However,
such information will not contain any details regarding the identity of the person leaving
the Notice. Individuals specified in a whistleblowing Notice may always request that
inaccurate or incomplete personal data is corrected.

These rights are subject to any overriding safeguarding measures required to prevent the
destruction of evidence or other obstructions to the processing and investigation of the
Notice.

Without delay after the end of the investigation, the Compliance team will report the
findings to, when possible, the whistleblower and depending on the impact of findings to
Nortal, to the Group Management.

All whistleblowing Notices will be deleted when no longer needed for investigation,
enforcement, pre-trial or judicial proceedings purposes. Deletion will be made within 30
days after the investigation have been closed or the final decisions taken by a court, or
other competent authority have become effective.

Documentation from investigation and investigation reports (hereinafter Investigation
reports) that are not erased may not contain any personal data and should therefore be
anonymised; name and address must be removed together with any other information
which directly or, in conjunction with other data, indirectly could identify the person.

The Compliance team has the right to retain documentation relating to a closed



whistleblowing case in order to fulfil their reporting and archiving obligations according to
the law and this policy.

1.4.12.  Each case is entered into the Register of Notifications (excluding Bulgaria) (Annex No. 6),
maintained by the Compliance team and responsible persons. Register of all reported
cases are kept in Sharepoint accessible by Compliance team and responsible persons as
per local regulation (Annex 5). According to the attorney ethics rules confidentiality under
law applies. Investigation reports, and documents concerning closed cases not deleted
after investigation are archived for 3 years from the date of completion.

1.5. No Retaliation

No employee who in good faith reports a violation of Nortal’s policies or law qualifying for
whistleblower protection under applicable legislation shall suffer any countermeasures, including
harassment, retaliation, or adverse employment consequence by the employer. This means that a
whistleblower may not be dismissed, transferred to a lower position or some other place of work, be
intimidated, harassed, discriminated against, or threatened with retribution, nor is it allowed to limit
their career opportunities, reduce their wages, change their working time, question their
competence, or transmit negative information about them to other employees or take any other
negative measures due to providing information to Nortal. It is also forbidden to adversely affect
whistleblower’s family members who work in any of Nortal Group company. Further, it is a violation
of this policy for anyone, whether acting alone or on behalf of Nortal, to retaliate against any individual
who gives a good-faith Notice (or whistleblower’s family members) in accordance with this policy.
An employee who retaliates against someone who has reported a violation in good faith may be
subject to disciplinary action including termination of employment, personal liability for damages or
criminal investigation.

1.6. Protected Activity and Acting in Good
Faith

Anyone within the scope of this policy reporting a violation or suspected violation of Nortal’s policies
or applicable law or other misconduct must be acting in good faith and must have reasonable
grounds for believing the information indicates a violation. Employees found to have knowingly made
false accusations may be subject to disciplinary action, up to and including termination of
employment.

1.7. Policy Review

The Whistleblowing policy will be reviewed periodically (once a year) by the Compliance team,
updated when any changes in the regulation occur and shall be approved by the COO of Nortal AS.



A separate yearly report shall be presented to the Group Management of all reported cases. In case
there are no Notices, report will not be compiled. Yearly reports shall be archived in Nortal's
document management system according to the rules set out in this policy.



Annex 1
Areas falling under this policy and whistleblower protection

1. Actual or potential violation (action or omission) of the applicable laws binding Nortal Group
companies, including, in particular, regulations concerning:

— Public procurement,

— Financial services, products, and markets,

— Anti-money laundering and counter-terrorism financing,

— Environmental protection,

— Public health,

— Consumer protection,

— Privacy and personal data protection,

— Network and information systems security,

— the rules for payment of public state and municipal receivables and government units due under

local legislation and the European Union,

— The internal market of the European Union, including competition and state aid rules and

corporate taxation,

- acrime of a general nature, of which the person submitting the report has become aware in
connection with the performance of his work or in the performance of his official duties.

- and other violations in accordance with applicable laws binding respective Nortal Group
company

2. Violation of the Nortal’s procedures, policies, regulations, including, in particular, guidelines

described in the Code of Conduct, through failure to perform duties, abuse of power, breach
of caution rules, committing a crime or offense, engaging in mobbing or discrimination.

10



Annex 2
Sample report template

REPORT

DATE AND PLACE OF REPORT
PREPARATION:

FIRST NAME AND LAST NAME OF
REPORTER:

POSITION (employment contract):

CONTACT DETAILS:

CONTENT OF THE REPORT (template)

Details of the Person(s) who committed the legal violations that are the subject of
your Report or contributed to their occurrence, or whose continued,
uninterrupted actions may lead to their occurrence:

FIRST NAME AND LAST NAME:

POSITION (employment contract):

Details of the Person(s) who are victims of the legal violations that are the subject
of your Report or may become victims:

FIRST NAME AND LAST NAME:

POSITION (employment contract):

LEGAL VIOLATIONS THAT ARE THE SUBJECT OF THE REPORT:

EVIDENCE:

DECLARATION OF THE REPORTING PERSON:

1



| declare that by making this Report:

| actin good faith,

| have a reasonable belief that the allegations contained in the disclosed
information are true,

| do not make the report for personal gain,

the disclosed information is accurate to the best of my knowledge and |
have disclosed all known facts and circumstances related to the subject of
the report,

the report is made in the interest of the Company or the public interest.

Date and signature:

12




Annex 3
List of Competent whistleblowing authorities (EU&UK)

e Bulgaria - Commission for Personal Data Protection - https://www.cpdp.bg/en/
e Estonia - Data Protection Inspectorate - Home | Data Protection Inspectorate (aki.ee)
e Finland - the Office of the Finnish Chancellor of Justice - Frontpage | Chancellor of Justice
(oikeuskansleri.fi)
e Germany - The Federal Office of Justice -
https://www.bundesjustizamt.de/DE/Home/Home_node.html
e Lithuania - The Public Prosecutor’s Office - https://www.prokuraturos.lt/en/structure-and-
contacts/contacts/regional-prosecutors-offices/4427
e Poland - Regardless of making a Report using internal reporting channels, which the
Company encourages, any Eligible Person or Reporter may also make an External Report,
i.e., a report to the appropriate public authority:
o National Labour Inspectorate: Jak ztozy¢ skarge? - Panstwowa Inspekcija
Pracy (pip.gov.pl)
o Ombudsman- government : Jak zgtosic¢ sie do Rzecznika Praw
Obywatelskich? | Rzecznik Praw Obywatelskich (brpo.gov.pl)
o UODO-Data Protection Authority: https://uodo.gov.pl/pl/83/155,
UOKIK-Office of Customer and Consumer Protection: Zgtos naruszenie
(uokik.gov.pl), including, where applicable, to the institutions, bodies, or
organizational units of the European Union.

e Serbia - Labour Inspectorate of the republic of Serbia - HcnekTopaT Penybnnke Cprcke
(vladars.net)
¢ United Kingdom -
o Business, finance, or fraud:
* The Bank of England - Whistleblowing and the Bank of England | Bank of
England
»  Commissioners for HM Revenue and Customs ((HMRC') - HM Revenue &
Customs - GOV.UK (www.gov.uk)
» The Director of the Serious Fraud Office ('SFQO') - Information for victims,
witnesses and whistleblowers - Serious Fraud Office (sfo.gov.uk)
*» The FCA - Financial Conduct Authority | FCA
* The Financial Reporting Council Limited (FRC') and its conduct committee -
Whistleblowing (frc.org.uk)
» The Payment Systems Regulator (PSR - PSR approach to whistleblowing |
Payment Systems Regulator
= The BIS - Department for Business, Innovation & Skills - GOV.UK
(www.gov.uk)
o Consumer protection:
» The Competition and Markets Authority (CMA") - Whistleblowers at the CMA
- GOV.UK (www.gov.uk)
o Data protection
= The ICO - https://ico.org.uk/
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Annex 4
Bulgaria - Process of reviewing alerts

Upon receipt of them, the signals are registered by the Competent Person in a special register in
accordance with the instructions of the Republic of Bulgaria Commission for Personal Data
Protection - CPDP. The competent person undertakes follow-up actions for an independent
verification of the received signals, which may include one or more of the activities to: hear and
speak with the person against whom the alert has been filed, accept his/her written explanations,
collect and evaluate the evidence provided by him/her; provide the person concerned with all
evidence collected and the opportunity to raise an objection and present evidence while
respecting the protection of the reporting person; requests assistance from other persons and
bodies in carrying out the verification, taking into account the confidentiality rules of the identity
of the whistleblower and the person concerned; discuss the signal and the circumstances
thereof with its sender; provide feedback to the sender of the signal within a period not
exceeding 3 months after confirmation of its receipt; undertakes other actions to verify facts
and circumstances within the scope of its competence.

Upon confirmation of the facts in the alert, the Competent Person may take actions within his
competence to stop the violation or to prevent it, or propose to the company to take specific
measures. The competent person may also refer the alert to competent external authorities or
forward the alert to competent external authorities, notifying the sender thereof. In case
evidence of a crime is established, the signal and the materials to it are sent without undue delay
to the prosecutor's office.

The competent person may terminate the inspection where the violation for which the alert was
issued is a minor case or when the alert is repeated with another alert for which an investigation
has already been completed.

The competent person shall draw up a report on the inspection carried out, which shall be
communicated to the sender of the alert and the persons concerned.

A special template form, approved by the central reporting authority (the Commission for personal
data protection) shall be used for the reports (the template is available in Bulgarian and English
(annex 4a and 4b). Oral signals shall be documented by the person/s handling reports by
completing the template form.

A separate (for the Bulgarian entity) register of the signals shall be kept for each submitted signal.
Such register shall include certain information (date of the report, person receiving the report,
information about affected person, date/period of the breach, place where the breach has
occurred, description of the deed, other circumstances, connection with other reports, feedback
to the person submitted the report, follow-up actions taken, results of the report verification
process, including the protection provided, retention period) and kept in a template form is
approved by the Commission. The register shall be kept in confidential and secure manner.
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For each eligible signal a special unique identification number (UIN) shall be assigned, which UIN is
generated by the Commission on its website (currently on this link: https://signal-
public.cpdp.bg/violations/public/uin).

The employee/s (team) responsible for investigation of the signals shall submit statistical information
to the Commission on a regular basis (each year by January 31) for the previous year’s sighals in
accordance with the procedure and forms set out by the Commission.
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Annex 4a

Ha ocHoBaHue un. 15, an. 2 ot 33/1MCMNOVIH
YTBbpLEH ¢ pellenHne Ha K31 ot
19.04.2023 .

AkTyanHa Bepcua kbm 13.12.2023 1.

PENNIYBIUKA BDBIITIAPHUA
KOMUCHA 3A 3AILIUTA HA IMYHUTE JIAHHU

PervcTpaumnoHeH MHOEKC 1 gaTa

........................ Lo T

(nonbnea ce oT cnyxuTenA, 0TroBapALL 3a NPYEMaHeTo U PernucTprpaHeTo Ha
curHana)

OOPMYIIAP 3A PETUUCTPUPAHE HA CUTHAIJ

3ATTIOOABAHE HA NHOOPMALIMA 3A HAPYLLEHWNA CBIMTACHO 3AKOH 3A 3ALLINTA HA
JINMUATA, TMTOOABALL CUTHAITN NI NYBJTMYHO OMNOBECTABALL NHOOPMALMA 3A
HAPYLLUEHWNA

BAXKHO! lpeau nonbneBaHe HA (hopMynapq, Mosd A Ce 3ar03HAeTe C yKA3aHUATA HA CTP. 5
ub.

[MonbnBa ce ot CINy>Xutena, npuen curHana

YH Hata

(YHuKkaneH noeHTudUKaLoHeH HoMep — NPeaocTaBA ce oT LieHTpanHua opraH)

HAYMH HA NMOOABAHE

[ ]NMCMEH [ ] YCTEH

[ ] nn4Ho [] YPES MbJIHOMOLLIHWK

OAHHW 3A CITYXWUTENA, NMPUEN N PETUCTPUPAIT CUTHATIA

Nwve ‘ ‘

(cobcTBEHO, BaLLMHO 1 (haMUTHO)

OnbKHOCT ’ ‘

16



MecTtopaboTa
HanmeHoBaHue ‘

Kog no BYJICTAT/ENK ‘ ‘ ‘ ‘ ‘ ‘ ‘ ‘ ‘ ‘ ‘ ‘ ‘ ‘

[MonbnBa ce OoT cMrHanM3mpaLLoTo NuLLe, B Cliydyan Ye To non3sa popmMynApa kKato obpasel, 3a nogaBaHe Ha
CUrHan

YACT I. JAHHW 3A CUTHAJIN3UNPALLLOTO JIWLLE

IVE | I
(cobcTBEHO, BaLLMHO 1 (haMUITHO)

OAHHW 3A KOHTAKT
O6nact ‘ ’

HaceneHo MacTo I |

Alpec 3a ‘ ’
KOPECTOHAEHLMA

TenedhoH EnekTpoHHa noLua (ako nma Takasa)

B KAHECTBOTO MY HA |:| paboTHUK N0 cMUcbHAa Ha Yn. 45, nap. 1 ot [orosopa 3a PYHKLNOHMPAHETO Ha
EBponenckna cblos, BKIIOYUTENHO PabOTHUK, CY>XXUTEN, ObPXXaBEH CY»XUTEN UM OpYro
nnue, KOETO nonara HaeMeH TpyL, HE3aBMCUMO OT XapakTepa Ha paboTaTa, OT HauMHa Ha
3annaLlaHeTo 1 OT N3TOYHMKA Ha (DUHAHCNPAaHETO;

[ ] nue cbe cTaTyT Ha CaMOCTORTENHO 3aeTo NnLie MO cMucha Ha 4. 49 ot [orosopa sa
(PyHKLMOHVPaHeTo Ha EBPONEeNCKMA Cbiod, BKNIOYUTENHO NLe, KOETO nonara Tpyn 6e3
TPYA0BO NPaBOOTHOLLIEHWE U/UN YNIpaXKHABa CBOOOAHa MPOMECHA /NN 3aHaATYMINCKa
LEVHOCT;

I:‘ ,D,O6pOBOﬂeLI,, nnaTteH Unn HennaTeHn CTaxXKaHT;

I:‘ CbOPYXHUK, akKLMOHEP, eOHOJINYEH COOCTBEHWK Ha KanuTana, YneH Ha yrnpasuUTeNeH nnn
KOHTPOJIEH OpraH Ha TbProBCKO OPYXECTBO, YieH Ha OOUTHNA KOMUTET Ha NpeanpuaTune;

I:‘ nnue, KOeTo pa60T|/| 3a (IbI/ISI/I‘-IeCKO nnnm lopnondecko nmue, nSnbvlHnTeNnn, HeroBn
noan3nbIHUTENN NN OOCTaBYULIN;

[] niue, uneto TpynoBo unu cryxe6Ho NpaBooTHOLLEHME NPEACTOUN Aa 3aroyHe B Cyyau, B
KOWUTO MHOPMaLATE OTHOCHO HapyLLIEHATa e MoflydeHa Mo Bpeme Ha npoLeca Ha noa6op
WA APYTY NPEeOrOBOPHI OTHOLLEHNA;

[ ] paboTHK unm cnyxuTen, Korato nHopMaLATa € Nofly4eHa B PaMKMTE Ha TPYAO0BO UK
cny>ebHO NpPaBOOTHOLLIEHNE, KOETO € MPEKPaTEHO KbM MOMEHTa Ha MofaBaHe Ha cUrHana
MW Ha NyBANYHOTO OMOBECTABAHE;

YACT Il. CPELLY KOI'O CE NOOABA CUTHAITbT

NOEHTUOUKALNA (npu curHan cpeLly hrsnyecko nuLe)

me ‘ ’

(cobeTBEHO, BALLMHO 1 PaMUITHO, aKO € N3BECTHO)

MECTOPABOTA
HaunmeHoBaHue ‘ I

komno [LL [ [[TTTII]I]]

BYJICTAT/EVK
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NOEHTUNOUKALINA (np|/| CUrHan cpeLLy ObpXaBHU, OOLLMHCKN OpraHu Unun puanyeckim nmua)

HaumeHoBaHwue I

BYJICTAT/EVIK

cono || | [ [ [T 11]

YACT IIl. JAHHW 3A HAPYLLUEHWETO

1. HAPYLLUEHUETO E CBbP3AHO C (oT6enexerte obnactra Ha HapyLLEHNETO)

[

HapyLleHne Ha 6bJ'II'apCKOTO 3aKOHOOATENCTBO LN Ha aKTOBE Ha EBpOI’IeIZCKI/IH Cbto3 B 06nacTTa Ha:

00LLLEeCTBEHUTE MOPBYKU;

brHaHCOBUTE YCNyrv, NPOAYKTU 1 Masapu 1 NpegoTBpaTABAHETO Ha U3NUPAHETO Ha Napu 1
PUHaHCUPaHETO Ha TEPOPU3Ma;

©e30MacHOCTTa U CbOTBETCTBMETO Ha NPOOYKTUTE;

6e30MacHOCTTa Ha TPaHCMopTa;

OMNna3BaHETO Ha OKOJIHaTa cpena;

paonaunoHHaTa 3allnTa N AgpeHaTa 6e30nacHoCT;

6€30MacHOCTTa Ha XpaHUTe 1 DYpPaXknTe, 30PaBETO Ha XUBOTHUTE U XYMAHHOTO OTHOLLIEHNE KbM TAX;

00LLLEeCTBEHOTO 30PaBE;

3alnTaTta Ha n0Tpe6|/|Ten NTE;

3alnTaTta Ha HEMNPUKOCHOBEHOCTTA Ha JINYHUA XXNBOT U NNYHNTE OAaHHW;

CUrYPHOCTTa Ha MPEeXUTE U MHAPOPMALMOHHUTE CUCTEMU;

OO 00O g|oooo s

HapyLLUeHVe, KOeTo 3acAra (pHaHCOBUTE MHTepecK Ha EBponenckmnAa cbio3 No cMucbhna Ha un. 325 ot [Joroeopa
3a (PyHKLMOHMPAHETO Ha EBponenckmna cbio3 1 AOMBAHUTENHO YTOYHEHU B CbOTBETHUTE MepPKU Ha Cblo3a;

HapyLLeHVe Ha NpaBuiaTa Ha BbTPELLHMA Nasap No CMUCHa Ha ui. 26, naparpad 2 ot doroBopa 3a
PYHKLNOHMPAHETO Ha EBponenckmnA cbios, BKNIOYUTENHO NpaBuiaTta Ha EBponenckmna cbio3 1 6barapckoTo
3aKOHOL4ATENCTBO OTHOCHO KOHKYPEHLMATA N ObPrKaBHUTE NOMOLLN;

HapyLLleHne, CBbp3aHO C TPaHCITPaHUYHN OaHBYHN CXEMU, YNATO Lien e Aa ce noslyym JaHbYHO NPearMCTBO,
KOETO MPOTMBOPEYUN Ha MPeAMETa UMK Ha LLefiTa Ha MPUNOXXMMOTO NpaBo B 06/1acTTa Ha KOPNOPaTUBHOTO
OaHbyHO obnaraHe;

M3BDbPLLUEHO NpecTbriyieHne ot o6 XapaKTep, 3a KOETO CUrHann3npaLloTo JinLe € y3Hallo BbB BPpb3Ka C
M3BbpLLUBaHE Ha CBOATa pa60Ta nnn npu N3nbjiHEHNE Ha cnyme6H|/|Te ClW 3a0bJIXKEHUA.

o4 O o g

HapyLleHnA Ha 6bﬂrapCKOTO 3aKOHOOATENCTBO B 0OM1acTTa Ha:

I:‘ npaBuiiaTa 3a 3arvlalllaHe Ha ObJIXX1MUN ﬂy6ﬂ|/|‘-IHI/I ObPXaBHU U OOLLINHCKM B3EMAHWA;

I:‘ TPYyOOBOTO 3aKOHOLOATENICTBO;

|:| 3aKOHOLATENCTBOTO, CBbP3AHO C U3MbMHEHNETO Ha ObprKaBHa cry»<6a.

2. KOl'A E N3BbPLUEHO HAPYLLUEHUETO

[Mepnon

Oata/ ‘

3. ONMMNCAHUE HA HAPYLLUEHWETO (koHKpeTHM faHHW 3a HapyLLEHNETO UKW peanHaTa OnacHOCT TakoBa Ja 6bae
N3BBPLLUEHO)
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4. ONNC HA NMPUJNTOXXEHUTE OOKASATEJICTBA

YACT V. JIMUA, PASITNHYHW OT CUTHAJTIN3NPALLLOTO JTNLLE,
HA KOUTO OA CE NPEOOCTABU SALLINTA
(aKko ca M3BECTHM KbM MOMEHTQ HQ MOAABAHE HA CUTHA/IA)

I:‘ nnua, KOMTO nomMarat Ha CUrHanm3npalloTo e B npoueca Ha nogaBaHe Ha CUrHan N YMAaTo NOMOLL,
cnenBa Oa € rnoBepuTenHa;

I:‘ nnua, KOUTo Ca CBbp3aHW MOCPEOCTBOM pa60TaTa nnn poaoHMHM Ha CUrHaMM3npPaLLoTo JINLLE N KOUTO MOoraTt
na 6boaT NoOAIOMEHN Ha OTBETHU OENCTBMA rnopanon CUrHannM3npaHeTo;

] IopPUOMYECKUN NNLA, B KOUTO CUTHaNU3MpPaLLoTO N1LLe NpUTexaBa OANOBO y4acTue, 3a KOUTO paboTu UK C KOUTO €
CBbP3aHO Mo OPYr HaunH B paboTeH KOHTEKCT'.

V3BPOABAHE/VMOEHTNDONLVPAHE HA TMUATA, HA KOUTO OA CE NMPEOOCTABU SALLUTA

KAYECTBO HA JIMLIETO

(konera, poaHMHa 6€3 OrpPAHNYEHNE B

CTENEHNTE, IOPUBHYECKO ML, B KOETO
CUTHAMMBUPQALLOTO — JMLE  MPUTENABT
OAM0BO Y4OCTHE, 30 KOETO PabOTH Umu C
KOWTO € CBBbO3GHO M0 ADYr HAYH B
PABOTEH KOHTEKCT)

Vime (3a dousmyeckm nuwa) ‘

(cobeTBEHO, BALLMHO 1 PAMUITHO, aKO € N3BECTHO)

HaunmeHoBaHue (3a opnouyeckn niua) ‘

konnobyncrar/ | | | | [ [ [ [ [[[]]]
EVK

Hpe,EI,CTaBJ'IHBaHO oT ‘

OAHHW 3A KOHTAKT

HaceneHo mAcTo ‘

AIlpec 3a KOPECTOHOEHLMA ‘

1 Cproacuo § 1, 1. 4 ot JIP 1a 33JIIICIIOMH ,,Pa6oTeH KOHTEKCT ca HACTOSIIM I MUHAJIH pabOTHU AeHHOCTH B MyONMYHMS MM B YACTHHS CEKTOP,
4ype3 KOUTO, HE3aBUCHMO OT TAXHOTO €CTECTBO, JIMIATA MONyYaBaT HH(GOPMANHs 32 HAPYIICHHUS M B PAMKHTE HA KOWTO TE3H JIMIA MOTaT Aa ObaaT
TIO/IJIOKEHH HA OTBETHHU JEHCTBHS, aKo MOJaaT TakaBa HH(popManus
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TenedoH EnekTpoHeH agpec (ako 1ma Takbe)

YACT V. JIMUA, KOUTO MOTAT OA MNMOTBbPOAT CbOBLUEHNTE OAHHW NIV OA
MPEOOCTABAT OOMBbIIHANTENTHA NHOOPMALNA

Vime (3a domanyeckn niua) ‘

(cobcTBEHO, BaLLMHO 1 (haMUITHO, aKO € U3BECTHO)

HavmeHoBaHwWe (3a topuomyecku nuua) ‘

Konn05yﬂCET;Té||||||||||||‘|

MpencraBnABaHoO OT ’

OAHHW SA KOHTAKT

HaceneHo MAcTo ‘

ALlpec 3a KOPECTOHOEHLMA ‘

TenedoH EnekTpoHeH appec (ako vma Takbe)

| ||

HACTOALUMAT CUTHAIT E NOOALOEH MO BbTPELUEH KAHAIJT:
(nombnBa ce camo Npw nogaeaHe Ha curHan oo K3M0)

O oA [0 HE

NOKAHA 3A NMOANMNCBAHE HA CUTHAJIA OT CUTHATTN3NPALLOTO JIMLUE
(oT6enAsBa ce OT CNyXWUTENA, MPYEN U PErMCTPYpPan curHana)

[] CbImACUE [] OTKAS3

CUTHANBT E NMPUET N PETMCTPUPAH OT:

(ume Ha cayxuTena)

I 5 1 O L O TS

OATA: e
MOLNMUC: e

20



CUTHAITM3NPALLO NTNMUE/MBJIHOMOLLHNK:

BawmaT curHan nognexku Ha npoBepka 3a AOCTOBEPHOCT Ha ocHoBaHue un. 15, an. 6 ot 33JIMCITONH,
BKJ1. N0 OTHOLLIEHME Ha HeroBmA aBTop (curHanusmpalloto nuue). Korato uma ocHoBaTeNHM CbMHEHWA BbB
BPb3Ka CbC CAMOJIMYHOCTTa Ha curHanmaupauwoTo nuue (Bx. YacT | oT 1031 hopmynap), CnyxuTenar,
OTroBapALll, 3a pasrnexnaHeTo Ha CurHana, MoXKe [a Mnoucka npepocTaBAHETO Ha OOMbJHUTENHA
MHopMaLma, Heobxoouma 3a NOTBbPXKAAaBaHe Ha CaMONIMYHOCTTa My.

AKO ce yCTaHOBAT HEBEPHU uUnu 3abnyxxpasalim TBbpAeHUA 3a pakTu u/mnu cnep npoBepkara ce
yCTaHOBMU, Ye NMLETO, 3a KOETO Ce TBbPAW, Ye e NoAano To3M CUrHan, He e HEroBUAT aBTOP, CUTHaNbT U
maTtepuanute no Hero we 6bpgat npenpateHn Ha [lpokypatypata Ha Penybnuka bbnrapuma no
KOMMETEHTHOCT.

OATA: e
MOLNMUC: ..t

O6La nHgopMaLNA U YKA3AHWA 30 MOMNbIIBAHE:

1. HactoAawmaT chopmynap cny»um 3a permcTpupaHe Ha CUrHanu 3a HapyLleHUA Ype3 KaHan 3a BbTPELLHO
n/vnn BbHLLHO NogaBaHe Ha CUrHar.

° »BbTpeLHo nogaBaHe Ha curHan® (npe,u, 3apgbmkeHuTe cybekTu no un. 12 ot 33JIMNCMOUNH?2) e
YCTHO MU NMUCMEHO cbobllaBaHe Ha MHAOPMAaLMA 3a HapylleHUA B paMKUTe Ha JafeH npaBeH cybekT B
YaCTHUA UK NYH6INYHUA CEKTOP.

J »-BbHLIHO MogaBaHe Ha curHan“ (npe,u, K3/[0) e yctHO unu nucMeHo cbobliaBaHe Ha
MHOpMaLLMA 3a HapyLLEHNA Ha KOMMNeTeHTHUTEe opraHu, cbrnacHo 33J1MCIMOUH.

2. Npwv nonbnBaHeTo Ha hopmynap, nopaneH 0o K3J1[, kaTo BbHLUEH KaHar, 3a0b/KUTENHO ce oTbenA3Ba
Janu curHanbT e nopgapeH u no BoTpelleH kaHan.

3. BAXXHO! ®opmMynAapbT € npenHa3HayeH 3a cny>kebHo non3eBaHe Npu perucTtpupaHeTo Ha CurHan ot
CNYy>XUTENUTE, onpeneneHn oT 3agbikeHnTe cybekTn, ga oTroBapAT 3a NPUEMAHETO U PErMCTPMPAHETO Ha
curHanu. QopmynapbT MOXKE fia Ce Mosi3Ba 1 OT CUrHaNM3upalluTe nuua kato obpasel, 3a nogaBaHe Ha CUrHann.
B 1031 cnyyan curHanmampalloto nuue nonbiasa camo Hact | — V BknouutenHo.

2 3ampmKeHu cyOeKTH

Yn. 12. (*) (1) 3agpmkeHu cyOEKTH MO TO3H 3aKOH ca:

1. paboToaaTenHTe B IMyOIMYHHS CEKTOP C 3KIIFOUECHNE Ha OOIIMHUTE 110 all. 2;

2. paboTonaTeNMTe B YaCTHHSA ceKTop ¢ 50 M rmoBede pabOTHHUIIM MITH CITyXKUTEIIH;

3. paboTomaTeNuTe B YaCTHHUA CEKTOP HE3aBHCHMO OT Oposl Ha paOOTHHINTE MM CIy>KHTEIHTE, aKO OCBIIECTBSBAHATA OT TSAX ACHHOCT Iomaja B
TIPHIIOKHOTO TIOJIe Ha aKToBeTe Ha EBporeiickus cblo3, mocoyenn B act I, 6yksa "b" n gact II ot npunoxkennero kpm . 3, am. 1 u 3.

(2) O6mmunTe ¢ Hacenenue nox 10 000 mymm i no-Manko ot 50 paGOTHHIM MM CITY )KUTEIIH MOTaT A CIIOJEIIAT PEeCypeH 3a MOJIydaBaHe Ha CHTHAIN
3a HApYIICHHS U 3a IpeANpHeMaHe Ha IOCTIeABALIN JeHCTBHS MO TSAX IIPH Cla3BaHE HA 3aJBIDKCHHETO 3a OBEPUTEIHOCT.
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4. ®opmynAapbT € MnpefHasHayeH M 3a clyyauTe Ha YCTHO MogaBaHe Ha curHan. B Teau cnydanm
CNY>XXWUTENAT, onpefeneH ga oTroBapA 3a NPMEMaHETO U PErMCTPUPAHETO Ha CUrHanNu, OOKYMeEHTMpa CUrHana
ype3 nonbnBaHe Ha dopmynAapa. Cnen nonbnBaHe Ha opmMynApa CRyXuTenAaT rnpepfara Ha
CUrHanM3upaLLoTo N1Le Oa ro nognuLle npu xenaHue oT HeroBa cTpaHa u oTbenAas3Ba HErOBOTO Cbrilacue uim
0OTKa3 Ha CbOTBETHOTO MACTO BbB (POPMyJIApa, KaTo NpOBepABa HeroBata CaMoJIMYHOCT Ype3 NMpeacTaBAHE Ha
JOKYMEHT 3a camonnyHoCT. [ognucbT cnepBa pa 6bae NosioXXeH B CPOK He MO-KbCHO OT 7 [HW, CNef, nokaHaTta.

5. Pa3rne>K,|1aT ce CUrHanu, nogageHu ot (bVI3I/I‘-IeCKO nvue, JIM4HO ninum 4pes3 NbJIHOMOUIHUK C N3PUYHO
NMUCMEHO MbiHOMOWHO (He e Heobxoouma HoTapuanHa 3aBepka), Ype3 KaHan 3a BbTPeLUHO MNojasBaHe Ha
CUrHan Ui KaHan 3a BbHLUHO MofaBaHe Ha cuUrHas, unu nybnmyHo onoBecTuUnu MHopmMaumva 3a HapyLleHuA
B paboTEH KOHTEKCT.

6. Npu nopaBaHe Ha cuUrHan 4ype3 MbJHOMOLLHMK KbM CUTHana ce npuiara mbiHOMOLHOTO nNo T. 5 B
opuruHan.

3a cny»xutend, npyuemMalll U PEerucTpupQalil CUrHQIu:

7. MonyyaBaHeTo Ha YHUKaneH ngeHTudukaumorer Homep (YVH) e 3agbmxutenHo npy permctpupaHe Ha
CUrHaNu 3a Hy>XXOUTe Ha KaHasa 3a BbTPELLHO nogaBaHe Ha curHanu. YUH ce reHepupa ot cannta Ha K3J1[. 3a
nony4aBaHeTo Ha YUIH cny>xutenaTt, oTroBapALL, 3a MpUeMaHeTo N PErMcTpMpaHeTo Ha curHanu, n3bupa onuua
~IlonydyaBaHe Ha YVIH®, cnepn koeTo BbBeXOa cnegHata MHOpMaLuA:

J HaumeHoBaHune n EVIK/BYJICTAT Ha paboTogaTtena, Npy KOroTo € NogageH CUrHanbT;

. NpeHTndurKauMoHHU JaHHU Ha CRy>XXUTesnd, OTroBapAll, 3a NPYEMaHETO U PErmcTpupaHeTo Ha
cuUrHana;

. MpepmeT Ha curHana (CboTBETHUTE 06M1aCTUN Ha HapyLUEHUE);

o HauuH Ha nonyyaBaHe (NMUCMEHO NnM YCTHO).

8. B ykasaHuA OT 3aKOHa CPOK Ha CUrHanmM3upaLLloTo nuLe ce npenoctaBa uHdopmauva 3a YVIH v pata
Ha perncTpmpaHe Ha CurHana.

9. Peructpupat ce Bcuukm noganeHn cUrHanu, nonagalin B obxsara Ha NMPUNOMXHOTO MNofe Ha un. 3 oT
33JIMNCIMNOWUH. He ce peructpupat ¢ YUH curHanu, oT nbpBOHaYanHWA nperfneq Ha KOUTO € O4EBUOHO, Ye
kacaaT onnakBaHe ()xanbu unu curHann) 3a HePeQHOCTM UMM HEYOBNETBOPEHOCT Ha KNMeHTM/notpeburenn
Ha CbOTBETHUTE NPOECMOHANHN NN a0MUHUCTPATUBHN YCIYT Ha 3a0b/XKeHNA CybeKT.

10. Mo aHOHUMHM CUrHanM NN CUrHanu, OTHacALllM Cce 00 HapyLleHnd, n3BbpLUEeHn rnpegun roeeyvye oT gBe
roguHun, He ce o6pa3yBa npon3BoncTBO.

11. He ce pasrnexxpaT curHanm, kouto He nonagat B o6xBaTta Ha 33JIMCIOUVH u cbabp>kaHMETO Ha KOUTO
He JaBa OCHOBaHWA Ja ce npuemaT 3a NpaBaonogo0OHN.

12. PernctpupaHu curHanm, Cbabp>alliu o4eBMOHO HEBEPHU unun 3abny>xaaBalliv TBbpAeHUA 3a dakTu,
ce BpPbLUAT C YKadaHMe KbM CUTHaNu3mpaLloTo N1le 3a KopurupaHe Ha TBbpAEHUATa U 3a OTTOBOPHOCTTA,
KOATO HOCU 3a HabepAaBaHe no un. 286 ot HakasaTtenHua Kogekc.

(3) 3agpmxenute cyoekTH 1o ai. 1, 1. 2 ¢ nepconan ot 50 10 249 paGOTHUIIM WM CITY>KHTEJIN MOTaT Ja CIOZCIAT PECYPCH 32 MOJTy4aBaHETO Ha CUTHAIIN
U 32 OpeAnprUeMaHe Ha MOCICIBAIM ACHCTBHS MO TSAX HPH CMa3BaHE M3MCKBAHMSTA 10 TO3M 3aKOH [a OMas3BaT MOBEPHUTEIHOCTTA, Ja JaBaT oOpaTHa
nH(pOpPMAIMS U 1a B3EMAT MEPKHU CPEIILy HAPYIICHHUETO, 32 KOETO € TTOaJICH CUTHAI
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30 CUrHAIN3NPALLLOTO JINLIE:

13. HactoAawmar dhopmMynap MoXKe fa ce non3sa OT CUrHanM3upaLloTo nuie Kato obpasel, 3a nogaBaHe
Ha curHan. B To3m cnyyan curHanusupalloTo nuvue nonbnsa camo HacTt | — V BkniountenHo.

14. B 3aKOHOYCTaHOBEHMA CPOK Clied, perMcTpypaHe Ha CUrHasi, Ha CUrHanM3upaLLoTo finue ce NpenocTaBd
MHdopMaLmA 3a perncTtpupaHe Ha curHana m HeroBnAa YWH v pata. Becaka cnepBalia nHdopmauma mnuv
KOMYHMKaLMA BbB Bpb3Ka CbC CUrHana ce npunara kbm 1o3u YUH.

15. BcAka HOoBa v HeMoco4YeHa Npu NogaBaHETo Ha opMynApa MHGOPMaLLMA BbB Bpb3Ka CbC CUrHana

MOXe [a 6'bj],e npenocrtaBeHa OOMbJ/IHUTEJIHO OT CUTHaJIM3NpalwloTo JinLe. I'Ipm nogaBaHETO U Ce noco4yBa
nony4yeHua 3a curHana YUH.

16. Mona umante npenBua, 4ye:

e [lo aHOHUMHM CUTHANW MW CUTHaNW, OTHaACALLM Ce 00 HapyLUeHNA, U3BbPLLEHW NMpeay NoBeye oT
[Be roguHu, He ce obpasdyBa NPON3BOACTBO.

e He ce pasrnexpgart curHanu, koumto He nonapat B o6xBata Ha 33JIMCIOUH u cbabp>aHMeTo Ha
KOUTO He faBa OCHOBaHMA Ja ce npuemar 3a npaBoonogobHu.

e PeructpupaHu curHanu, CbObpi<ally O4Y4EBUOHO HEBEPHU UNu 3abnyxpaBalliy TBbpLAeHUA 3a
¢bakTu, ce BpbLLAT C YKa3aHMe KbM CUTHaANNU3UpPaLLoTo NuLe 3a KopUrupaHe Ha TBbpaeHuATa 1 3a
OTFOBOPHOCTTA, KOATO HOCK 3a HabepgABaHe no un. 286 ot Haka3aTtenHmA KOOEKC.

3A TNIOOABAHE HA CUTHAIT NI NMTYBJITMYHO ONOBECTABAHE HA HEBAPHA MHOOPMALNA
CE HOCV AODMNHNCTPATUNBHOHAKASATEJTHA OTTOBOPHOCT MO 4J1. 45 OT 33JIMCMNOWH.
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Annex 4b

Pursuant to Article 15(2) of the Whistleblower Protection Act
Endorsed by the CPDP via a Decision of 19 April 2023

REPUBLIC OF BULGARIA
COMMISSION FOR PERSONAL DATA PROTECTION

Registration index and date

........................ L et

(to be completed by the official responsible for the receipt and registration of

REPORT REGISTRATION FORM

FOR THE SUBMISSION OF INFORMATION ON BREACHES UNDER THE WHISTLEBLOWER
PROTECTION ACT

IMPORTANT! Please read the instructions on pages 5 and 6 before completing the form.

To be completed by the official receiving the report

UIN Date

(Unique Identification Number - to be provided by the Central Authority)

METHOD OF SUBMISSION

[ JWRITTEN [ ] VERBAL

[]IN ] VIA APROXY
PERSON

DETAILS OF THE OFFICIAL RECEIVING, ACCEPTING AND REGISTERING THE REPORT

Name ’ ‘
(forename, middle name and surname)

Position ‘ ‘
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Workplace ‘

suestarve || [ [T T[] ][]

To be completed by the person submitting the report if they are using the form as a template for the report

PART I. DETAILS OF THE PERSON SUBMITTING THE REPORT

Name | |

(forename, middle name and surname)
CONTACT DATA

Region | |

Location | |

Mailing Address | |
Telephone e-mail (if available)

[ 1 would like to receive a confirmation of the receipt of the report (to be completed only if the
report is submitted to the CPDP)

IN THEIR CAPACITY AS |:| a worker, employee, civil servant or any other person performing wage labour, irrespective
of the nature of the work, method of payment and source of funding;

|:| a person working without an employment relationship and/or in a self-employed capacity
and/or engaged in a craft activity

[] a volunteer or trainee;

|:| a partner, shareholder, sole owner of the capital, member of a management or control
body of a commercial company, member of the audit committee of an enterprise;

[ ] a person working for a natural person or a legal entity, their subcontractors or suppliers;

|| ajob applicant who has participated in a competition or any other form of recruitment
process and has become aware of a breach in that capacity;

|:| a worker or employee, when the information was obtained under an employment or
official relationship that has been terminated by the time of the report submission or the
public disclosure

|:| another capacity of the person reporting a breach that they became aware of in a work
CONtEXT3.(PIEASE SPECITY).....rveveeeeeeeeeeeeeeeeee e es e

PART Il. WHOM THE REPORT IS SUBMITTED AGAINST

IDENTIFICATION (in the event of a report against a natural person)

Name ‘ |

(forename, middle name and surname)

Workplace ‘ |

surstatuc (L] [ [ [ [T [T[]]]

IDENTIFICATION (in the event of a report against state or municipal authorities or legal entities)

3 Pursuant to 81, item 4 of the Further Provisions of the Whistleblower Protection Act, a “work context” means current and former work activities in
the public or private sector through which, irrespective of their nature, persons obtain information about breaches and within which these persons can
be subjected to repressive retaliation if they report such information.
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Name ‘

BusTAT/UC | [ T T TTTTTTTTTT]

PART IIl. DETAILS OF THE BREACH

1. THE BREACH IS RELATED TO (please mark the field where the breach has occurred)

[ ] | abreach of Bulgarian law or of European Union acts in the field of:

public procurement;

financial services, products and markets and the prevention of money laundering and terrorist financing;

product safety and compliance;

transport safety;

environmental protection;

radiation protection and nuclear safety;

food and feed safety, animal health and animal welfare;

public health;

consumer protection;

privacy and personal data protection;

Odoogoog|oEs

network and information system safety;

a breach affecting the financial interests of the European Union under Article 325 of the Treaty on the
Functioning of the European Union;

a breach of the rules of the internal market under Article 26(2) of the Treaty on the Functioning of the European
Union, including the rules of the European Union and of Bulgarian law on competition and state aid;

a breach related to cross-border tax schemes intended to obtain a tax advantage that contradicts the subject
matter or purpose of applicable law in the field of corporate taxation;

a general offence that the person submitting the report became aware of in conjunction with the performance of
their work or official duties.

OO g | O

breaches of Bulgarian law in the field of:

D the rules for the payment of public state and municipal receivables due;

D the labour market legislation;

D the legislation related to the performance of civil services.

2. WHEN HAS THE BREACH OCCURRED

Date/Period

3. DESCRIPTION OF THE BREACH (specific data on the breach or of the genuine risk of the occurrence of such a
breach)
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4. LIST OF THE ATTACHED EVIDENCE

PART IV. PERSONS OTHER THAN THE PERSON SUBMITTING THE REPORT WHO NEED
PROTECTION
(if known at the time when the report is submitted)

D persons assisting the person submitting the report in the course of the process;

D persons related to the person submitting the report* who could be subjected to retaliation as a result of the
report;

D legal entities in which the person submitting the report has an equity participation, for which they are working or to
which they are related in any other way in a work context.

LISTING/IDENTIFICAITON OF THE PERSONS TO BE GRANTED PROTECTION

CAPACITY OF THE PERSON

(a colleague, a relative - without

limitation in degrees, a legal entity in
which the person submitting the
report has an equity participation, for
which they are working or to which
they are related in any other way in a
work context)

Name (for natural persons) ‘

(forename, middle name and surname, if known)

Name of the legal entity ‘

surstatue | [ [ [ [ [ [ [ [][]]

Represented by |

CONTACT DATA

Location ‘

Mailing Address ‘

Telephone E-mail (if any)

| ||

4 Under §1, item 9 of the Further Provisions of the Whistleblower Protection Act, “persons related to the whistleblower (person submitting the report)”
means third persons who could be subjected to repressive retaliation in a work context, as colleagues or relatives — without limitation in degree.
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PART V. PERSONS WHO CAN CONFIRM THE REPORTED DATA OR CAN PROVIDE FURTHER
INFORMATION

Name (for natural persons) ‘

(forename, middle name and surname, if known)

Name of the legal entity ‘

surstatue | [ [ [ [ [ [ [ ][] []]

Represented by |

CONTACT DATA

Location ‘

Mailing Address ‘

Telephone E-mail (if any)

| ||

THE CURRENT REPORT IS SUBMITTED VIA AN INTERNAL REPORTING CHANNEL:
(to be filled in only when the report is submitted to the CPDP)

] YES ] NO

INVITATION TO THE PERSON SUBMITTING THE REPORT TO SIGN THE DOCUMENT
(to be marked by the official receiving and registering the report)

[0 ACCEPT [0 REFUSE

THE REPORT WAS RECEIVED AND REGISTERED BY:

(name of the official)

POSITION: et e e e m et e e et se e e s e s et e e eme et e e s eaeas et easems e e memsensaneas

DATE: e
SIGNATURE: ..o

PERSON SUBMITTING THE REPORT/PROXY:

DATE: e
SIGNATURE: ..o
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General Information and Completion Instructions:

1. This form is intended for the registration of breach reports via an internal and/or external reporting
channel:

] “Internal reporting of information” (to the obliged entities under Article 12 of the Whistleblower
Protection Act®) means verbal or written communication of information about breaches within a legal entity in
the private or public sector;

o “External reporting of information” (before the CPDP) means verbal or written communication of
information about breaches to the competent authorities.

2. When completing the form that is to be submitted to the CPDP via the external reporting channel, it
has to be indicated whether the report is submitted via an internal reporting channel, as well.

3. IMPORTANT! The form is intended for official use related to the registration of a report by the officials
designated by the obliged entities, responsible for the reception and registration of such reports. The form
can also be used by the persons submitting reports as a template for a report. In this case the person
submitting the report only completes Parts | —V (inclusive).

4. The form is also intended for cases of verbal reporting. In such cases the official designated for the
reception and registration of reports documents the report by completing the form. After the completion of
the form the official invites the person submitting the report to sign it, if they consent to do so, and marks
their consent or refusal in the respective part of the form. The signature must be affixed within 7 days of the
invitation.

5. Reports are reviewed when submitted by an individual, in person or via a proxy with an express written
power of attorney (no notarisation required), via an external reporting channel or an internal reporting channel,
or via public disclosure of information about breaches in a work context.

6. When a report is submitted via a proxy, the original copy of the power of attorney under item 4 must

be attached.

For the official receiving and reqgistering reports:

7. Obtaining a Unique Identification Number is mandatory when registering reports for the purposes of
the internal reporting channel. A UIN is generated at CPDP’s website. In order to obtain a UIN the official
responsible for the reception and registration of reports selects the “Obtain a UIN” option and then enters the
following information:

L] Name and UIC/BULSTAT of the employer to whom the report was submitted;
] Identification data of the official responsible for the reception and registration of the report;
o Subject matter of the report (respective fields of the breach);

5 Obliged entities

Article 12. (*) (1) The obliged entities under this Act shall be the following:

1. employers in the public sector, with the exception of municipalities under Paragraph 2;

2. employers in the private sector with 50 and more workers or employees;

3. employers in the private sector irrespective of the number of their workers or employees if the business activities carried out by them fall within the
scope of the legal acts of the European Union specified in Part I-B and Part 11 of the annex to Article 3(1) and Article 3(3).

(2) Municipalities with a population under 10 000 or less than 50 workers or employees can share resources for the reception of breach reports and
follow-up actions on them, provided that they observe the confidentiality obligations.

(3) Obliged entities under Paragraph 1(2) with a total number of workers or employees of 50 to 249 can use a common internal reporting channel, by
designating one person or dedicated unit in line with Article 14.
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. Method of submission (written or verbal).

8. Within the time frame envisaged by law, the person submitting the report is provided with information
about the UIN and the registration date of the report.

9. All submitted reports are registered. The circumstances under items 9—11 of these instructions are
considered after the completion of the registration and the obtaining of a UIN.

10. No proceedings are launched for anonymous reports and reports related to breaches occurring more
than two years ago.

11. Reports are not examined if they do not fall within the scope of the Whistleblower Protection Act or if
their content does not provide convincing reasons to perceive them as plausible.

12. Registered reports containing manifestly false or misleading statements and facts are returned with

an instruction to the person submitting the report to make corrections to the statements, reminding them of
the liability they bear for false accusations under Article 286 of the Criminal Code.

For the person submitting the report:

13. This form can be used by the persons submitting a report as a template. In this case the person
submitting the report only completes Parts | —V (inclusive).

14. Within the statutory time limit after the registration of a report, the person submitting the report is
provided with information about the registration of the report and its UIN and date. Any subsequent
information or communication related to the report is appended under this UIN.

15. Any new information,or information that was not previously stated in the form at the time of its
submission can be provided additionally by the person submitting the report. When it is submitted they must
specify the UIN obtained for the initial report.

16. Please, keep in mind that:

e No proceedings are launched for anonymous reports and reports related to breaches occurring
more than two years ago.

o Registered reports are not examined if they do not fall within the scope of the Whistleblower
Protection Act or if their content does not provide convincing reasons to perceive them as
plausible.

e Registered reports containing manifestly false or misleading statement and facts are returned
with an instruction to the person submitting the report to make corrections to the statements,
reminding them of the liability they bear for false accusations under Article 286 of the Criminal
Code.

THE SUBMISSION OF REPORTS OR THE PUBLIC DISCLOSURE OF FALSE INFORMATION IS SUBJECT
TO ADMINISTRATIVE CRIMINAL LIABILITY UNDER ARTICLE 45 OF THE WHISTLEBLOWER
PROTECTION ACT.
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Annex 5
Poland - verification of reports and follow-up actions

4.

Upon receiving a Report, the Report Receiver, maintaining confidentiality (Statement -
Appendix no. 5 a), promptly conducts a preliminary verification of the Report to determine
its validity and plan further actions. The Report Receiver is obligated to verify the Report
impartially.

If there is no basis for the Report, the Report Receiver does not undertake further verification
actions and promptly informs the Reporter about the conclusion of the proceedings,
providing the appropriate justification. Reports are considered unfounded primarily if they do
not indicate that an Irregularity occurred or if the provided information is insufficient for
verification and case management.

IT the preliminary verification of the validity of the Report is positive, i.e., it raises reasonable
suspicion that an Irregularity might have occurred, the Report Receiver promptly takes
further actions, such as:

3.1.  Secures materials that could serve as evidence of the Irregularity, especially by securing
original digital media and creating their copies, saving scanned information and
documents on hard drives or computer memory,

3.2. If necessary, contacts the Reporter to obtain additional information, if possible,

3.3. Identifies the organizational unit in the Company (department, person) responsible for
the Irregularity,

3.4. Informs about the Report simultaneously the Country Manager, Head of People &
Culture Poland, and, if necessary, a member of the Company’s management board to
whom the relevant organizational unit in the Company reports, according to the
organizational structure,

3.5. if necessary, informs the Management Board about the need to convene a meeting of
the appropriate body of the Company,

3.6. prepares a protocol regarding the Report along with information on the actions taken,
including, among other things, an assessment of the risk of violating legal regulations
arising from the reported Irregularity, based on their knowledge.

In the case of Reports concerning:

4.1. a member of the Company's Management Board, the Report Receiver informs the Global
Compliance team via myworries@nortal.com. Further actions in such a case are taken in consultation
with the aforementioned.

5.

Ifthe Notification concerns an Irregularity involving specialized issues (beyond the knowledge
of the Receiver of the Notification), the Receiver, after consultation with the appropriate
person (listed in point IV 3 d), and maintaining confidentiality, consults with other individuals
within the Company who have the relevant knowledge or with external entities serving the
Company, particularly accounting or legal services.
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10.

.

12.

13.

The personal data of the Whistleblower, the person to whom the notification pertains and
other third parties indicated in the notification may be accessed only by persons holding an
authorisation, a specimen of which is attached as Annex 5 b.

In the case of the use of specialised consultancy (e.g. in the form of internal or external legal
advice) referred to in point IV 5, within the framework of which it is necessary for this entity
to have access to the data of the Whistleblower or other personal data, an agreement on
entrustment of personal data processing should be concluded with this entity, as referred to
in Art. 28 of Regulation (EU) 2016/679 of the European Parliament and of the Council of 27
April 2016 on the protection of natural persons with regard to the processing of personal data
and on the free movement of such data and the repeal of Directive 95/46/EC (General Data
Protection Regulation) or otherwise ensure compliance with data protection legislation.

Employees and any other individuals cooperating with the Company, based on agreements
other than an employment contract, should, as far as possible, cooperate with the Receiver
of the Notification in fulfilling the obligations arising from the Regulations.

After conducting the explanatory proceedings, if justified by the circumstances of the case,
the Receiver of the Notification presents recommendations for further actions.

During further proceedings, the transmitted documents are analyzed, and decisions are
recommended and made on how to rectify the Irregularity.

Follow-up actions, including internal explanatory proceedings and the adoption of
appropriate decisions by the Receiver of the Notification or the Company, should be carried
out within a maximum period of 3 months from the receipt of the Notification.

After the completion of the Follow-up Actions, but no later than 3 months after confirming
the receipt of the Notification, the Receiver of the Notification provides (as far as possible)
the Reporter with feedback regarding the conducted proceedings and actions taken to rectify
the Irregularity (or justification for the lack thereof).

REPORT REGISTRY

13.1. Each Notification is entered into the Register of Notifications (Appendix No. 6),
maintained by the Company and managed by the Receiver of the Notification, in
written or electronic form.

13.2. The following data are collected in the Register of Notifications:

Notification number,

date of the notification,

subject of the violation,

personal data of the Reporter and the person to whom the Notification pertains, necessary

for identifying these individuals,

date of internal notification,

information on the follow-up actions taken,

remarks (including additional actions taken in handling the notification),

case closing date,
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expiration date.

13.3. Personal Data and other information contained in the Register are stored for a period
of 3 years after the end of the calendar year in which the follow-up actions were
completed or after the completion of proceedings initiated by these actions.

13.4. The Reciever of the Notification prepares and sends at the end of each quarter , an
anonymized report including a summary of Notifications and information on the
Follow-up Actions taken to the Group Compliance officer to be reported to the Group
Leadership Team.

13.5. The Receiver of the Notification prepares and sends to the Management Board, after
the end of each calendar year, an anonymized report including a summary of
Notifications and information on the Follow-up Actions taken.

13.6. The Receiver of the Notification prepares and sends to the Country Manager, Head of

People & Culture Poland an anonymized report including a summary of notifications
and information on the Follow-up Actions taken.
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Annex no ba

First name and surname

Participant's Statement for Clarification Meetings or Other Actions Taken During the
Investigative Procedure

| hereby declare that, as a participant in clarification meetings or other actions conducted
within the framework of the investigative procedure, | commit to maintaining complete
confidentiality regarding the reporting of violations and the conduct of the investigative
procedure. This also applies to individuals involved in the process.

Signature:

............................
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Annex 5b

1 Model authorisation for persons accepting and verifying notifications

Place and date
Authorisation to process personal data at Pwrteams Poland Sp. z 0.0. (Whistleblower Protection - Report takers
and verifiers)
With effect from dd-mm-yyyy, | authorise you to enter your name and surname to process information and
personal data necessary to receive and verify internal notifications regarding violations of the law and to take
follow-up actions, in particular to process the data of the whistleblower, the person to whom the notification
relates and a third person indicated in the notification. The authorisation only covers personal data necessary
for the performance of activities/tasks imposed on you under the Whistleblowing Regulations (Signaller 2024)
at Pwrteams Poland Sp. z o.0..
The authorisation applies to the processing of personal data in both traditional (paper) and electronic form.
The authorisation is granted in order to perform the tasks entrusted to you.
It obliges you to comply with the regulations concerning the protection of personal data, in particular the
Regulation of the European Parliament and of the Council (EU) 2016/679 of 27 April 2016 as well as the
Personal Data Security Policy implemented by the data controller.

Signature of the Controller or of the person authorised to act on behalf of the Controller

Declaration of Confidentiality
| confirm that | have been made aware of the legislation relating to the protection of personal data, in particular
Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 and the Personal
Data Protection Policy implemented by the Data Controller.
| undertake to process the information and personal data that | may obtain in the course of receiving and
verifying internal applications, and to follow up in accordance with the applicable law, and in particular |
undertake to:
- Maintain the confidentiality of the information and personal data to which | will have access, both during and
after the termination of my employment/legal relationship with Pwrteams Poland Sp. z o.o.
- To use personal data only to the extent and for the purposes provided for in this authorization.
- Protect my personal data against theft, loss and against unauthorised access.
- Keep in confidence the ways of securing personal data

Signature of Authorised Person
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2 Model authorisation for persons verifying notifications

Place and date

Authorisation to process personal data at Pwrteamsw Pwrteams Poland Sp. z o.0. (Whistleblower Protection
- Report Verifiers)

With effect from dd-mm-yyyy, | authorise you to enter your name and surname to process information and
personal data necessary for the verification of internal notifications regarding violations of the law and to take
follow-up actions, in particular to process the data of the whistleblower, the person affected by the
notification and the third party indicated in the notification. The authorisation only covers personal data
necessary for the performance of activities/tasks imposed on you under the Whistleblowing Regulations
(Signaller 2024) at Pwrteams Poland Sp. z 0.0..

The authorisation applies to the processing of personal data in both traditional (paper) and electronic form.
The authorisation is granted in order to perform the tasks entrusted to you.

It obliges you to comply with the regulations concerning the protection of personal data, in particular the
Regulation of the European Parliament and of the Council (EU) 2016/679 of 27 April 2016 as well as the
Personal Data Security Policy implemented by the data controller.

Signature of the Personal Data Controller or the person authorised to act on his/her behalf
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Annex 6

REPORT REGISTRY -> excel SharePoint: link

Report Date of Subject of Reporter's Details of the Findings Including Remarks Date of Case | Expiratio
Number Report Violation Details Person Information on (e.g., Closure n/Deleti
Concerned Follow-Up Actions additional on Date:
. 3years
actions
. from the
taken ”i‘ date of
connectio case
n with closure
handling
the report)
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Annex 7

First name and surname

Acknowledgment of Familiarization with the Whistleblowing Policy and Protection of Reporters

| declare that | have familiarized myself with the provisions of the Whistleblowing Policy and
Protection of Reporters (whistleblowers) at Nortal Group, as introduced by the Regulation dated
............................ , understand its content, acknowledge it, and commit to adhering to the principles
contained therein.

Signature:

*To be signed by all employees under employment contracts and individuals providing services based on
civil law contracts for Pwrteams Sp. z o0.0. and Nortal d.o.o.
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Revision history

VERSION ‘DATE

‘REVISION AUTHOR

SUMMARY OF CHANGES

1.1 29.10.2019 [Kadri Riisalu, Jaanus Introduction of Whistleblower policy
Erlemann
1.2 01.01.2021 |Lisa Bork, Kadri Riisalu Integration compliance officer to the process,
adjusting the regulation about reporting language
1.3 17.12.2023 [Klaudia Lorek, Tanja Implementing local regulations into the policy,
Bathge, Veli Sinda, Kadri  [updating reporting channels, qualifying
Riisalu whistleblower notices that are subject to
protection, added prohibition for retaliatory
measures by employer and added references to
local authority reporting methods, added
feedback deadline
1.4 17.09.2024 |Agnieszka Dominik, Peter |Updating local reporting channels and

'Yankov, Kadri Riisalu

procedures for Bulgaria and Poland
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